PREVENTION IS POSSIBLE

Cylance® helps organizations successfully use advances in AI and machine learning to secure endpoints against both known and unknown attacks.

WHY CLIENTS CHOOSE CYLANCE CONSULTING

Achieves prevention with measurable results of the progress

Best-in-class consultants based in the U.S., Ireland, Canada, U.K., Germany, Saudi Arabia, and Japan

Engagement managers are dedicated to lead every project

Artificial intelligence incorporated into tools and methodologies

Prevention-first methodologies improve the security posture and reduce costs

Nearly 1,500 customers in over 16 countries worldwide

OUR PRACTICE AREAS

ThreatZERO™ Industrial Control Systems Incident Containment and Forensics Red Team Services IoT / Embedded Systems Education Strategic Services

WE SERVE ORGANIZATIONS IN ANY INDUSTRY

Healthcare Energy Education Legal Critical Infrastructure Retail Finance Government

WITH THESE TYPES OF SOLUTIONS

Medical Device / Embedded System Testing Addresses the vulnerabilities that unsecured IoT and medical devices pose to networks.

Managed Prevention and Response Couples realized automated prevention with the visibility and awareness of smart hunting.

Compromise Assessment Prevents future attacks by determining if a network has been compromised, including when, where, and how it occurred.

ICS Security Assessment Mitigates ICS vulnerabilities as they are identified and provides security knowledge directly applicable to ICS systems.

Incident Containment and Retainer Ensures incidents are quickly contained and remediated with retainers guaranteeing the availability of an experienced incident containment expert.

Penetration Testing / Red Teaming Provides insight into how attackers can exploit vulnerabilities in real-world networks and web applications.
PROVABLE PREVENTION

It is Cylance Consulting's goal to ensure all systems are at the most secure policy and that customers are operating in prevention mode from both known and unknown attacks. ThreatZERO Reports and Report Cards visually show customers their organization's progress.

REPORT CARD

OVERALL GRADE 95.94%
FILES ANALYZED 787,688,185

GRADING SCALE

95% - 100% A
94% - 85% B
84% and Less C

COVERAGE BREAKDOWN

<table>
<thead>
<tr>
<th>Category</th>
<th># Of Hosts/Files Under Category</th>
<th>Percentage Of Category</th>
</tr>
</thead>
<tbody>
<tr>
<td>Malware</td>
<td>7,022/7,098</td>
<td>98.92%</td>
</tr>
<tr>
<td>Potentially Unwanted Programs (PUPs)</td>
<td>33,745/34,259</td>
<td>98.50%</td>
</tr>
<tr>
<td>Auto-Quarantine</td>
<td>13,355/13,452</td>
<td>99.28%</td>
</tr>
<tr>
<td>Memory Protection</td>
<td>13,060/13,452</td>
<td>97.08%</td>
</tr>
<tr>
<td>Script Control</td>
<td>12,904/13,452</td>
<td>95.93%</td>
</tr>
<tr>
<td>Asset Inventory</td>
<td>11,679/13,452</td>
<td>86.82%</td>
</tr>
<tr>
<td>Upgrade Management</td>
<td>12,783/13,452</td>
<td>95.03%</td>
</tr>
</tbody>
</table>